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1. Replace the word good in this line by clicking on it to select it and then typing the word great.
2. Select all of the words within quotes that Joe said in the sentence below but not the quotes themselves and then change the text to say “The little green frog is cute”. 
Joe said, “I hate frogs”.
3. The paragraph below is too long and needs to be divided into two paragraphs.  The first paragraph should talk about car safety and the second paragraph should be the discussion on secure passwords.  Make the paragraph below into two paragraphs as discussed above.
People should always lock their car doors.  Many items are stolen right out of cars parked in people’s own driveway.  I once had a neighbor go on vacation and leave his business van in his driveway with the keys in the ignition.  Many people minimize the importance of secure passwords and thieves count on this to steal your personal information for profit.   Even your email password is extremely important since many people use the same password for everything they do.  So if they get your email password, they have the potential to get access to any online site you use. In addition, some secure sites (like financial institutions), will email your password to the email address they have on record.   So the thief need only know your bank Userid and your email Id and password.  The thief then attempts to login to your bank, gets the message that the password is wrong and then says yes when they offer to send the correct password to your email address.  The thief then logs into your email to get the bank password and your entire bank account is now compromised 
4. Bold both occurrences of the word bold in this sentence
5. Italicize the first word of this sentence.
6. Underline the last word in this sentence.
7. Bold and underline the word Great in this sentence.
8. Bold, underline, and italicize the word maybe in this sentence.
9. Bold the title “Practice Lesson” at the top of this page.  Then undo the bold using the “undo” icon.
10. Using the backspace key, combine the paragraphs you joined in step 3.
11. Copy the word “frog” in step 2 above and paste it after the period in this sentence.
12. Save this document using the Save As command and give it the name My First Practice.
Phishing (pronouced fishing) is becoming one of the fastest growing scams.   It usually involves someone calling you on the phone or sending you an emial to coax you into providing personal information which the perpetrator can then use to steal money from you. How to avoid being a victim of Phishing.
1. Never reply to emials requesting personal information.  Legitimate financial institutions NEVER send out emials requesting personal information.   If you think about it, they already have this information so why would they ask you to “Confirm it”.
2. Never respond to blind phone calls or letters requesting any type of “confirmation” of personal information.  Be especially leery of calls from your credit card’s security department asking for your credit card number.  Security departments do call customers to verify purchases they seem to be outside what they deem to be normal for a specific customer.   But they will already have your credit card number and should not ask for it.   Also do not provide them the security code on the reverse side.   Thieves who get you card number will attempt to get your security code that is now required by many online sites.   A legitimate security department  may provide you a date, retailer’s name and charge amount and it is ok for you to answer yes or no if you incurred that charge but don’t provide credit cards numbers, pin numbers, passwords etc.  If in doubt, call the customer contact number on your credit card statement and ask to talk to the Security or Fraud department. Never give anyone your password or PIN number over the phone.  The company already has these numbers.  Most companies forbid their employees from asking for or knowing customer passwords. This line does not belong in this document.


